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CONCLUSION

All 1n all, the Coronalert app seems to be quite reassuring under a privacy law
perspective. Based on our analysis, its functioning is perfectly compatible with both
European and Belgian rules. As we have seen, the public health concerns that
motivated the creation of Coronalert undoubtedly justify its use and existence.

For those who were wondering if proximity tracking systems will exist even
after the end of the pandemic, the answer 1s, at least for what concerns Belgium, no. In
fact, Coronalert will automatically stop functionming when (or if) the federal
government will declare the end of the pandemic. From that moment on, the back-end
of the app will no longer distribute TEK keys. The app will then be removed from app
stores and users will be asked to delete it from their devices. The same result will be
obtamned if the aforementioned cooperation agreement is not renewed after its
expiration date, which 1s one year after it came mto force.

It 1s reassuring to see that by creating this app, the developers have potentially
struck the perfect balance between privacy and public health concerns. At first,
citizens were undoubtedly skeptical towards this type of app. Proximity tracing
systems have perhaps been subjected to more public scrutiny than more invasive apps
such as social media and navigation apps have!

We can conclude that Coronalert 1s safer than most of the apps that we use on a
daily basis. It remains to be seen whether more and more users will feel reassured
enough to download it and increase the effectiveness of the tracing system.




